
REGULATIONS ON FOREIGN INVESTMENT AND OVERSEAS INVESTMENT

Regulations on Company Establishment and Foreign Investment

The establishment, operation and management of corporate entities in the PRC are

governed by the PRC Company Law (《中華人民共和國公司法》) (the “PRC Company
Law”), which was promulgated by the National People’s Congress (the “NPC”) in December

1993 and further amended in December 1999, August 2004, October 2005, December 2013 and

October 2018, respectively. According to the PRC Company Law, companies are generally

classified into two categories: limited liability companies and companies limited by shares.

The PRC Company Law also applies to foreign-invested limited liability companies. According

to the PRC Company Law, where laws on foreign investment have other stipulations, such

stipulations shall prevail.

Investment in the PRC by foreign investors are mainly regulated by the Catalogue of

Industries for Encouraging Foreign Investment (2022 Edition) (《鼓勵外商投資產業目錄》
(2022年版)), which was promulgated by the Ministry of Commerce of the PRC (the

“MOFCOM”) and the National Development and Reform Committee (the “NDRC”) on

October 26, 2022 and took effect on January 1, 2023, and the Special Administrative Measures

for Access of Foreign Investment (2021 Edition) (《外商投資准入特別管理措施》 (2021年
版)) (the “Negative List”), which was promulgated by the MOFCOM and the NDRC on

December 27, 2021 and took effect on January 1, 2022. The Negative List sets out several

restrictive measures in a unified manner, such as the requirements on shareholding percentages

and management, for the access of foreign investments in the industries listed in the Negative

List and the industries that are prohibited for foreign investment. Any industries not falling in

the Negative List shall be administered under the principle of equal treatment to domestic and

foreign investment. The industry of medical devices production and operation is not listed in

the Negative List, which means the foreign investment in the business operated by us in PRC

shall not be restricted or prohibited.

On March 15, 2019, the NPC promulgated the Foreign Investment Law (《中華人民共和
國外商投資法》) (the “FIL”), which came into effect on January 1, 2020, pursuant to which,

it is applicable to the investment activities in the PRC carried out directly or indirectly by

foreign natural persons, enterprises or other organizations. The Implementation Rules to the

Foreign Investment Law (《中華人民共和國外商投資法實施條例》), promulgated by the State

Council on December 26, 2019 and became effective on January 1, 2020, further clarify that

the state encourages and promotes foreign investment, protects the lawful rights and interests

of foreign investors, regulates foreign investment administration, continues to optimize foreign

investment environment, and advances a higher-level opening. On December 30, 2019, the

MOFCOM and the SAMR jointly promulgated the Measures for Information Reporting on

Foreign Investment (《外商投資信息報告辦法》), which became effective on January 1, 2020,

pursuant to which, where a foreign investor carries out investment activities in the PRC

directly or indirectly, the market regulatory authorities shall forward the investment

information submitted by foreign investor or the foreign-invested enterprise to the competent

commence administrative authorities.
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REGULATIONS ON HEALTHCARE SERVICES

General Policies

According to the Guiding Opinions on Vigorously Advancing the “Internet Plus” Action

(《國務院關於積極推進“互聯網+”行動的指導意見》) (the “Opinions”) issued by the State

Council on July 1, 2015, Internet enterprises are encouraged to cooperate with medical

institutions in establishing online medical information platforms, strengthen the integration of

regional health care service resources, and make full use of the Internet, big data and other

means to improve the capability to prevent and control major diseases and unexpected public

health incidents.

Pursuant to the Opinions on Promoting the Development of “Internet Plus Health Care”

(《國務院辦公廳關於促進“互聯網+醫療健康”發展的意見》) issued by the General Office of

the State Council on April 25, 2018, which encouraged medical institutions to apply the

Internet and other information technologies to expand the space and content of medical

services, and develop an online-offline integrated medical service model covering stages

before, during and after diagnosis. The development of Internet hospitals depending on medical

institutions shall be permitted. Medical institutions may use Internet hospital as the second

name and, based on physical hospitals, use Internet technology to provide safe and appropriate

medical services, allowing online subsequent visits for some common diseases and chronic

diseases. After reviewing documents of the medical records and profiles of patients, physicians

shall be allowed to prescribe online for some common diseases and chronic diseases.

Pursuant to The 13th Five-year Plan for Health and Wellness (《“十三五”衛生與健康規
劃》) (the “Plan”), which was promulgated by the State Council on December 27, 2016, it is

proposed to strengthen the informatization of the population health and fully implement

“Internet Plus” medical and healthcare people-benefiting service. The Plan also encourages the

establishment of regional platform and enhances the flow of high-quality healthcare resources

to the Midwest and the primary level. On July 17, 2018, the NHC and the National

Administration of Traditional Chinese Medicine jointly promulgated three documents,

including the Measures for the Administration of Internet Diagnosis and Treatment (Trial)

(《互聯網診療管理辦法(試行)》), the Measures for the Administration of Internet Hospitals

(Trial) (《互聯網醫院管理辦法(試行)》) and the Specifications for the Administration of

Remote Medical Services (Trial) (《遠程醫療服務管理規範(試行)》). Pursuant to the

Measures for the Administration of Internet Hospitals (Trial), “Internet hospitals” include: (1)

Internet hospitals as the second name of physical medical institutions, and (2) Internet

hospitals that are independently established on the support of physical medical institutions.
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Internet Hospitals

According to the Measures for the Administration of Internet Hospitals (Trial), the state

implements access management for Internet hospitals pursuant to the Administrative

Regulations on Medical Institutions (《醫療機構管理條例》) and the Implementation

Measures of the Administrative Regulations on Medical Institutions (《醫療機構管理條例實施
細則》). Before implementing access for Internet hospitals, provincial health administrative

departments shall establish provincial Internet medical service supervision platforms to

connect with information platforms of Internet hospitals to achieve real-time supervision.

Establishing an Internet hospital is governed by the administrative approval process as

stipulated in the Measures for the Administration of Internet Hospitals (Trial). According to the

Measures for the Administration of Internet Hospitals (Trial), applying for establishing an

Internet hospital is required to submit an application to the practice registration authority of its

supported physical medical institution, and submit the application form, the feasibility research

report on the establishment, the address of the supported physical medical institution, and the

agreement jointly signed by the applicant and the supported physical medical institution in

relation to establishing an Internet hospital through cooperation. If a physical medical

institution intends to establish an Internet hospital information platform through cooperation

with a third-party institution, the relevant cooperation agreement should be submitted. For an

Internet hospital set up through cooperation, if the cooperation partner changes or other

circumstance occurs that will invalidate the cooperation agreement, reapplication for

establishing an Internet hospital shall be required.

The health administrative department of the State Council and the competent departments

of traditional Chinese medicine shall be responsible for the supervision and administration of

the Internet hospitals across China. The local health administrative departments at all levels

(including the competent departments of traditional Chinese medicine) shall be responsible for

the supervision and management of Internet hospitals within their respective jurisdictions.

In terms of practicing rules on Internet hospitals, the Measures for the Administration of

Internet Hospitals (Trial) provides that where a third-party institution jointly establishes an

Internet hospital on the support of its physical medical institution, it shall provide the physical

medical institution with professional services such as physicians and pharmacists, and

information technology support services, and clarify the responsibilities and rights of all

parties in respect of medical services, information security, and privacy protection through

agreements and contracts. In terms of supervision and management of Internet hospitals, the

Measures for the Administration of Internet Hospitals (Trial) clarifies that provincial health

administrative departments and the registration authorities for Internet hospitals jointly

implement supervision on Internet hospitals through the provincial internet medical service

supervision platform, focusing on the supervision on Internet hospitals’ personnel,

prescriptions, diagnosis and treatment behaviors, patients’ privacy protection and information

security. Internet hospitals shall adopt information security protection measures for Level 3

information system in accordance with relevant information security laws and regulations,

including completion of filings with local public security authorities. According to the

Measures for the Administration of Internet Diagnosis and Treatment (Trial), physicians are
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required to obtain the consent of the medical institution where they are registered to practice

to carry out Internet diagnosis and treatment activities. Physicians can only provide follow-up

diagnosis services through Internet hospitals for patients that have been diagnosed with certain

common diseases or chronic diseases, unless the patients are in physical hospitals and the

physicians in the physical hospital invites other physicians to provide diagnosis services

through Internet hospital.

Administrative Regulations on Medical Institution and Implementation Measures of the

Administrative Regulations on Medical Institutions set out the regulatory framework for the

management and operation of the medical institutions, and the operation of Internet hospitals

shall comply with Administrative Regulations on Medical Institutions and Implementation

Measures of the Administrative Regulations on Medical Institutions as well. Additionally, the

Basic Standards for Internet Hospitals (Trial) (《互聯網醫院基本標準(試行)》) as attached to

the Measures for the Administration of Internet Hospitals (Trial) sets forth specific

requirements for diagnosis and treatment items, departments, personnel, buildings and device

and equipment, and rules and regulations of Internet hospitals.

Medical Institutions

According to the Administrative Regulations on Medical Institutions (Revised in 2022)

(《醫療機構管理條例》(2022修訂)) (the “Regulations”), promulgated by the State Council,

effective on September 1, 1994, and revised on February 6, 2016 and 29 March, 2022,

hospitals, health centers, sanatoriums, out-patient departments, clinics, health clinics, health

posts (rooms) and first aid stations are medical institutions. The health administrative

departments of the local people’s governments at or above the county level shall be responsible

for the supervision and administration of the medical institutions within their respective

administrative regions. The establishment of medical institutions by entities or individuals

shall be subject to the examination and approval of the health administrative department of the

local people’s governments at or above the county level and obtain the written approval for the

establishment of medical institutions. Furthermore, according to the Regulations, the practice

of medical institutions shall complete the registration and obtain Practicing License for

Medical Institution. Where the practicing is without authorization or obtaining the Practicing

License for Medical Institution, the health administrative department of the people’s

government at or above the county level must cease its practicing activities and confiscate the

illegal incomes, medicines and medical devices in accordance with the law, and it can be

imposed fines of not less than five times but not more than 20 times the illegal gains; where

the illegal gains are less than RMB10,000, it shall be counted as RMB10,000. Medical

institutions must conduct medical diagnosis and treatment activities in accordance with

registered and approved subjects and shall not employ non-medical technical personnel in

medical and health technical work.
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Patient Diagnosis Service

According to the Measures for the Administration of Internet Diagnosis and Treatment

(Trial) (《互聯網診療管理辦法(試行)》), Internet diagnosis and treatment activities shall be

provided by the medical institutions that have obtained a “Practicing License for Medical

Institution”, and the Internet-based diagnosis services provided by a medical institution shall

be consistent with its diagnosis subjects. Physicians and nurses carrying out Internet diagnosis

and treatment activities shall be able to be found in the national electronic registration system

of physicians and nurses. A medical institution shall conduct electronic real-name verification

for the medical staff members carrying out Internet diagnosis and treatment activities.

According to the Measures for the Administration of Internet Hospitals (Trial) (《互聯網
醫院管理辦法(試行)》), Internet hospitals must inform the patients of the risks and obtain their

consents. When a patient receives medical treatment in a physical medical institution and the

physician receiving such patient invites other physicians to hold group consultation of

physicians through the Internet hospital, the physicians attending the group consultation may

issue diagnosis opinions and a prescription; and when a patient does not receive medical

treatment in a physical medical institution, a physician may only provide subsequent visits for

a patient of some common diseases and chronic diseases through the Internet hospital. Internet

hospitals may provide contract signing service for family physicians. When a patient’s

condition changes or there are other circumstances under which online diagnosis and treatment

services are inappropriate, the physician shall direct the patient to receive medical treatment

in a physical medical institution. Internet diagnosis and treatment activities shall not be carried

out for any patient receiving initial diagnosis.

Medical Practitioners

On August 20, 2021, the Standing Committee of the National People’s Congress (the

“SCNPC”) promulgated the Law on Physicians of the People’s Republic of China (the

“Physicians Law”) (《中華人民共和國醫師法》), which became effective on March 1, 2022.

According to the Physicians Law, when taking medical, preventive or healthcare measures and

when signing relevant medical certificate, the physicians shall conduct diagnosis and

investigation personally and fill out the medical files without delay as required. No physicians

may conceal, forge or destroy any medical files or the relevant data.

On November 5, 2014, the National Health and Family Planning Commission of PRC (the

“NHFPC”, currently known as the NHC), NDRC, the Ministry of Human Resources and Social

Security, the State Administration of Traditional Chinese Medicine, and the China Insurance

Regulatory Commission (currently known as the China Banking and Insurance Regulatory

Commission), jointly issued Several Opinions on Promoting and Standardizing Multi-Place

Practice of Physicians (《推進和規範醫師多點執業的若干意見》), which puts forward to

simplify the registration procedure of the multiple place practice and proposes the feasibility

of exploring the “record management”. According to the Administrative Measures for the

Registration of Medical Practitioners (《醫師執業註冊管理辦法》), promulgated by the

NHFPC on February 28, 2017, effective on April 1, 2017, medical practitioners shall obtain the
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Practice Certificate for Medical Practitioners to practice upon registration. Person who fails to

obtain the Practice Certificate for Medical Practitioners shall not engage in medical treatment,

prevention and healthcare activities. Moreover, under the Administrative Measures for the

Registration of Medical Practitioners (《醫師執業註冊管理辦法》), a medical practitioner

practicing in multiple institutions at the same place of practice shall determine one institution

as his or her primary practicing institution, and apply for registration to the competent

administrative authorities of health and family planning that approve the practice at such

institution, and for other institutions where a medical practitioner intends to practice, he or she

should apply for the record at the relevant administrative authorities of health and family

planning that approve the practice of such institutions, which names should be indicated in the

record. In addition, a medical practitioner intends to add the practicing institution beyond the

place of practice, he or she should apply for registering such institution to the relevant

administrative authorities of health and family planning authority that approve the practice of

such institutions.

Prescription Management

According to the Measures for the Administration of Prescriptions (《處方管理辦法》)

(the “Measures”) issued by the NHFPC on February 14, 2007, effective on May 1, 2007,

registered medical practitioner shall obtain the corresponding prescription right at the

registered practice place and the registered medical practitioner shall issue prescriptions

according to the requirements of medical treatment, disease prevention, healthcare, and subject

to the treatment standards and drug instructions. Under any of the following circumstances, the

health administrative department at or above the county level shall request the medical

institutions to make corrections within a grace period, and may impose the fine no more than

RMB5,000; and under serious circumstances, Practicing License for Medical Institution shall

be revoked: (1) prescribing by a pharmacist who has not obtained the right to prescribe or

whose prescription right has been canceled; (2) prescribing narcotic drugs and the psychotropic

drugs of category I by pharmacists who have not obtained the prescription right for such

narcotic drugs and psychotropic drugs; (3) employing persons who have not obtained the

qualifications for the professional and technical positions of pharmaceutical science to conduct

the prescription adjustment. If the medical practitioners issue prescriptions without obtaining

prescription rights at a medical institution not registered in their licenses, during their

practicing activities, they will be given a warning or be ordered to suspend their practicing

activities for a period of not less than six months but not more than one years and under the

serious circumstances, their Practice Certificates for Medical Practitioners will be revoked.
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REGULATIONS ON PHARMACEUTICAL OPERATION

On September 20, 1984, the SCNPC promulgated the Drug Administration Law (《藥品
管理法》), which was amended in 2001, 2013, 2015 and 2019 respectively to regulate all

entities or individuals engaging in research, manufacture, operation, use, supervision and

management of drugs within the PRC. Pursuant to the Drug Administration Law,

pharmaceutical operation, including pharmaceutical wholesale and pharmaceutical retail

business, is not permitted without obtaining the Pharmaceutical Operation License. Where the

trading of drugs is conducted without a Pharmaceutical Operation License, the illegal incomes

by selling drugs shall be confiscated and the local Food and Drug Administration (the “FDA”,

now known as the Medical Products Administration, or the “MPA”) shall impose the fine

ranging from 15 to 30 times of the value of the illegally sold drugs (including sold or unsold

drugs). The Implementation Rules for the Drug Administration Law (《藥品管理法實施條
例》), was promulgated by the State Council in August 2002 and amended in 2016 and 2019,

which emphasized the detailed implementation rules of drugs administration. The Measures for

Supervision and Management of the Quality of Drug Operation and Use (《藥品經營和使用質
量監督管理辦法》) promulgated by the SAMR on September 27, 2023 and effective on

January 1, 2024, stipulates the procedures for applying the Pharmaceutical Operation License

and the requirements and qualifications for pharmaceutical wholesalers or pharmaceutical

retailers with respect to their management system, quality and etc. The valid term of the

Pharmaceutical Operation License (藥品經營許可證) is five years and shall be renewed

through application during the period ranging from six months to two months prior to its

expiration date.

On May 9, 2022, the NMPA promulgated the Implementation Regulations of the Drug

Administration Law of the PRC (Revised Draft for Comments) (《中華人民共和國藥品管理法
實施條例(修訂草案徵求意見稿)》) (the “Draft Implementation Regulations”), which has not

been formally adopted as of the Latest Practicable Date.

The major purpose of the Draft Implementation Regulations is to further strengthen the

supervision and management of drug, to ensure the drug use safety, to promote the high-quality

development of the drug industry and to provide more detailed implementation rules for the

Drug Administration Law of the PRC (《中華人民共和國藥品管理法》) and the Vaccine

Administration Law of the PRC (《中華人民共和國疫苗管理法》). The Draft Implementation

Regulations stipulated, among other things, that third-party platform providers shall not be

directly involved in online drug sales activities. As a self-operated online retail pharmacy

platform, we only engage in self-operated online drug trading business and do not offer

third-party platform services for online drug trading. Therefore, the requirements under the

Draft Implementation Regulations that third-party platform providers shall not be directly

involved in online drug sales activities would not have a material adverse impact on our

operations.
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In addition, the Draft Implementation Regulations set out detailed provisions regarding
the management of drug sales operations and businesses. For example, drug retailers engaging
in online selling prescription drugs shall ensure that the source of the prescription is true and
reliable. Assuming the Draft Implementation Regulations is adopted in its current form, the
Company’s PRC Legal Advisors are of the view that the Draft Implementation Regulations
would not have material adverse impact on our business, since the operation of the Jianke
Platform and relevant online drug trading business are in compliance with the Draft
Implementation Regulations in all material aspects if promulgated in its current form.

According to the Measures on Prescription Drugs and OTC Drugs Classification
Management (Trial) (《處方藥與非處方藥分類管理辦法(試行)》) and the Interim Provisions
on the Circulation of Prescription and OTC Drugs (Trial) (《處方藥與非處方藥流通管理暫行
規定(試行)》), which were both promulgated by the State Drug Administration, which was
restructured and integrated into the CFDA, in 1999 and became effective in January 2000,
drugs are divided into prescription drugs and over-the-counter drugs, or OTC drugs. For
prescription drugs, the dispensing, purchase and use can only be based on the prescription
issued by the certified medical practitioner or certified medical assistant practitioner. In
addition, the prescription drugs can only be advertised and promoted in professional medical
magazines. The pharmaceutical wholesale enterprises distributing prescription drugs and/or
OTC drugs, as well as pharmaceutical retail enterprises selling prescription drugs and/or Class
A OTC drugs are required to obtain the Pharmaceutical Operation License.

According to the Measures for Supervision and Management of the Quality of Drug
Operation and Use (《藥品經營和使用質量監督管理辦法》) promulgated by the SAMR on
September 27, 2023 and effective on January 1, 2024, the pharmaceutical operation enterprises
shall establish a quality management system that covers the whole process of pharmaceutical
operation, carry out quality management activities and other measures to ensure the
pharmaceutical quality. In addition, a pharmaceutical operation enterprise shall not sell
prescription drugs to consumers without prescription or offering gifts of prescription drugs
directly or in disguised form as accompanying other drugs or goods purchased to the public and
the enterprise in violation of such prohibitions shall be instructed to rectify, imposed a fine of
not less than RMB5,000 but not more than RMB50,000 on the company that fails to make
corrections within a prescribed time limit, and shall be imposed a fine of not less than
RMB50,000 but not more than RMB200,000 if harmful consequences are caused. The newly
revised Drug Administration Law of the PRC (《中華人民共和國藥品管理法》) in 2019
abolishes the restriction on online sale of prescription drugs and adopts the principle of keeping
online and offline sales consistent and the newly revised Regulations for Implementation of the
Drug Administration Law of the PRC (《中華人民共和國藥品管理法實施條例》) in 2019
further stipulates certain provisions to the online sale of drugs. Furthermore, in accordance
with the Administrative Standard of Pharmaceutical Operating Quality (《藥品經營質量管理
規範》), promulgated by the CFDA in April 2000 and amended in 2012, 2015 and 2016
respectively, the pharmaceutical operation enterprises shall take effective quality control
measures over the process of procurement, storage, transportation and sale of drugs in order to
ensure their quality. On April 7, 2021, the General Office of the State Council issued the
Opinions on Serving the “Six Stables” and “Six Safeguards” and Further Doing a Good Job in
the Reform of “Delegating Power, Delegating Regulation and Serving Service” (《關於服務
“六穩”“六保”進一步做好“放管服”改革有關工作的意見》) which allows online sales of
prescription drugs other than those under special state control on the premise of ensuring the
authenticity and reliability of the electronic prescription sources.
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According to the Implementing Opinions on Carrying out the Two-invoice System for

Drug Procurement among Public Medical Institutions (for Trial Implementation) (《關於在公
立醫療機構藥品採購中推行“兩票制”的實施意見(試行)》), which came into effect on

December 26, 2016, the two-invoice system means one invoice between the pharmaceutical

manufacturer and the pharmaceutical distributor, and one invoice between the pharmaceutical

distributor and the medical institution, and thereby only allows a single level of distributor for

the sale of pharmaceutical products from the pharmaceutical manufacturer to the medical

institution.

REGULATIONS ON INTERNET PHARMACEUTICAL TRANSACTION SERVICES

The Interim Provisions on the Examination and Approval of Internet Drug Transaction

Services (《互聯網藥品交易服務審批暫行規定》) were promulgated by the CFDA on

September 29, 2005 and became effective on December 1, 2005, which stipulates that the

CFDA is in charge of examination and approval of the services provided for Internet

pharmaceutical transactions between pharmaceutical production enterprises, pharmaceutical

marketing enterprises and medical institutions, and the provincial FDA shall implement the

examination and approval of the services provided for Internet pharmaceutical transactions

with third-party enterprises engaged by pharmaceutical production enterprises, pharmaceutical

wholesales enterprises on their own websites, as well as Internet pharmaceutical transactions

services to individual consumers. According to the Interim Provisions on the Examination and

Approval of Internet Drug Transaction Services, enterprises engaging in providing drug

transaction services over the internet must obtain an Internet Drug Transaction Qualification

Certificate valid for five years. The Interim Provisions on the Examination and Approval of

Internet Drug Transaction Services further stipulates that any enterprise engaging in online

pharmaceutical product trading services to individual consumers shall be established in the

form of a pharmaceutical retail chain enterprise. According to the Drug Administration Law

and the Administrative Standard of Pharmaceutical Operating Quality, the operation of

pharmaceutical retail chain enterprise shall be in compliance with the acceptance standards

provided by regulations and the CFDA. After obtaining the Internet Drug Transaction

Qualification Certificate issued by the competent food and drug supervision and administration

authority, the applicant shall obtain the permit for operation of telecommunications services as

required by the Internet Measures, or go through the formalities for record-filing. According

to the Decision on the Cancelation of the Third Batch of Items Subject to Administrative

Permission by Local Governments Designated by the Central Government (《國務院關於第三
批取消中央指定地方實施行政許可事項的決定》), promulgated by the State Council on

January 12, 2017, except for the third party platform, all the examination and approval of

Internet drug trading service company implemented by FDAs of provincial level are canceled.

According to the Decision on the Cancelation of Various Items Subject to Administrative

Permission (《國務院關於取消一批行政許可事項的決定》) issued by the State Council on

September 22, 2017, the enterprises engaging in internet drug transaction service as a

third-party platform shall no longer be subject to the examination and approval of the CFDA

before carrying out such business.
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On August 3, 2022, the SAMR promulgated the Measures for Supervision and

Administration of Online Pharmaceuticals Sales (the “Measures”) (《藥品網絡銷售監督管理
辦法》), which took effect on December 1, 2022. The Measures provides specific and explicit

rules for the online sales of prescription drugs, which is perceived to be more conducive online

prescription drug sellers including us. The Measures provides that, among others, online

prescription drug sellers shall (1) ensure the accuracy and reliability of the source of

prescription, (2) keep records of any prescription for at least five years and no less than one

year after the expiration date of the prescription drugs, and (3) disclose safety warnings

including “prescription drugs should only be purchased and used with prescriptions and

guidance of licensed pharmacists” when displaying information of prescription drugs. The

Measures also imposes certain obligations on platform service providers for online

pharmaceutical sales, including, among others, that platform service providers should (1)

enhance the scrutiny on the required licenses and permits of online pharmaceutical merchants

for online pharmaceuticals sales, (2) establish the examination and inspection system for online

pharmaceutical sales activities, and (3) promptly stop any illegal behavior upon discovery and

report it to the relevant local governmental authorities. Our PRC Legal Advisor is of the view

that the Measures would not have material adverse impact on our business, since we are in

compliance with the Measures in all material aspects during the Track Record Period and up

to the Latest Practicable Date.

REGULATIONS ON ONLINE DRUG INFORMATION SERVICES

The Measures Regarding the Administration of Drug Information Service over the

Internet (《互聯網藥品信息服務管理辦法》) was promulgated by CFDA on July 8, 2004 and

amended on November 17, 2017, pursuant to which the Internet drug information services is

to provide drug (including medical device) information services to online users, which is

divided into commercial internet drug information services and non-commercial internet drug

information services. Furthermore, the information relating to drugs shall be accurate and

scientific in nature, and its provision shall comply with the relevant laws and regulations. No

product information of stupefacient, psychotropic drugs, medicinal toxic drugs,

radiopharmaceutical, detoxification drugs and pharmaceutics made by medical institutes shall

be distributed on the website. In addition, advertisements relating to drugs (including medical

devices) shall be approved by the NMPA or its competent branches, and shall specify the

approval document number. According to the Measures Regarding the Administration of Drug

Information Service over the Internet, any website operator that intends to provide drugs

(including medical devices) information services shall, prior to applying for an operation

permit or record-filing from the State Council’s department in charge of information industry

or the telecom administrative authority at the provincial level, file an application with the

provincial FDA, and shall be subject to the examination and approval thereof for obtaining the

qualifications for providing Internet drug information services. The validity term for the

Internet Drug Information Service Qualification Certificate (互聯網藥品信息服務資格證書) is

five years and may be renewed at least six months prior to its expiration date upon a

re-examination by the relevant governmental authorities.
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REGULATIONS ON VALUE-ADDED TELECOMMUNICATION SERVICES

License for Value-added Telecommunications Services

The Telecommunications Regulations of the PRC (《中華人民共和國電信條例》) (the

“Telecommunications Regulations”), promulgated by the State Council on September 25,

2000 and amended on July 29, 2014 and February 6, 2016, provide a regulatory framework for

telecommunications services providers in the PRC. The Telecommunications Regulations

require telecommunications services providers to obtain an operating license prior to the

commencement of their operations. The Telecommunications Regulations categorize

telecommunications services into basic telecommunications services and value-added

telecommunications services. According to the Catalog of Telecommunications Business (《電
信業務分類目錄》), attached to the Telecommunications Regulations, which was promulgated

by the Ministry of Information Industry (the “MII”, now known as the Ministry of Industry

and Information Technology, or the “MIIT”) on February 21, 2003 and amended by the MIIT

on December 28, 2015 and June 6, 2019, the Internet information services and the online data

processing and transaction processing services fall within the value-added telecommunications

services. The Administrative Measures on Telecommunications Business Operating Licenses

(《電信業務經營許可管理辦法》), which was promulgated by the MIIT on March 1, 2009 and

amended on July 3, 2017, sets forth more specific provisions regarding the types of licenses

required to operate value-added telecommunications services, the qualifications and

procedures for obtaining such licenses and the administration and supervision of such licenses.

Foreign Investment in Value-Added Telecommunications Business

In December 2001, in order to comply with China’s commitments with respect to its entry

into the WTO, the State Council promulgated the Regulation for the Administration of

Foreign-Invested Telecommunications Enterprises (《外商投資電信企業管理規定》), which

was last revised in March 2022 and took effect on May 1, 2022 (the “2022 FITE
Regulations”). The 2022 FITE Regulations removed the qualification requirement on the

primary foreign investor in a foreign invested value-added telecommunications enterprise for

having a good track record and operational experience in the value-added telecommunications

industry as stipulated in the previous version. Pursuant to the 2022 FITE Regulations, foreign

investors may hold an aggregate of no more than 50% of the total equity in any value-added

telecommunications business in China. In July 2006, the MII released the Notice on

Strengthening the Administration of Foreign Investment in and Operation of Value-added

Telecommunications Business (《信息產業部關於加強外商投資經營增值電信業務管理的通
知》) (the “MII Notice”), pursuant to which, domestic telecommunications enterprises are

prohibited to rent, transfer or sell a telecommunications business operation license to foreign

investors in any form, or provide any resources, premises, facilities and other assistance in any

form to foreign investors for their illegal operation of any telecommunications business in

China. In addition, under the MII Notice, the Internet domain names and registered trademarks

used by a foreign-invested value-added telecommunication service operator shall be legally

owned by that operator (or its shareholders).
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REGULATIONS ON ONLINE TRADING

On January 26, 2014, SAIC issued the Administrative Measures for Online Trading (《網
絡交易管理辦法》) (the “Online Trading Measures”), which replaced its previous Interim

Measures for the Administration of Online Commodities Transaction and Relevant Services

(《網絡商品交易及有關服務行為管理暫行辦法》). The Online Trading Measures aim to

regulate online commodity trading and relevant services, setting standards for online

commodity trading operators and relevant services providers, including third-party trading

platform operators, concerning qualifications, after-sale services, terms of use, user privacy

protection, data preservation, compliance with applicable laws in respect of intellectual

property rights protection and unfair competition. In order to further regulate online transaction

activities, on March 15, 2021, SAMR issued the Online Trading Supervision Measures (《網
絡交易監督管理辦法》), effective on May 1, 2021, and replace the Online Trading Measures.

The Online Trading Supervision Measures shall apply to the business activities of selling

commodities or providing services in social networking, internet live streaming or other

information network activities and it further regulates the operations of online trading.

On August 31, 2018, the SCNPC promulgated the E-Commerce Law of the PRC (《中華
人民共和國電子商務法》), effective on January 1, 2019, which aims to regulate the

e-commerce activities conducted within the territory of the PRC. Pursuant to the E-Commerce

Law, an e-commerce business shall, in business operation, abide by the principles of

voluntariness, equality, equity and good faith, observe the law and business ethics, fairly

participate in market competition, perform obligations in aspects including protection of

consumer rights and interests, environment, intellectual property rights, cybersecurity and

individual information, assume responsibility for quality of products or services, and accept the

supervision by the government and the public.

REGULATIONS ON INTERNET INFORMATION SERVICES

The Administrative Measures on Internet Information Services (《互聯網信息服務管理辦
法》) (the “Internet Measures”), promulgated by the State Council on September 25, 2000

and amended on January 8, 2011, requires that a commercial operator of Internet content

provision services must obtain a value-added telecommunications business operating license

for the provision of Internet information services from the appropriate telecommunications

authorities.

The State Administration of Press, Publication, Radio, Film and Television (the

“SAPPRFT”) issued a Notice on Strengthening the Management of Live-Streaming Service for

the Network Audio-visual Programs (《關於加強網絡視聽節目直播服務管理有關問題的通
知》) in September 2016, pursuant to which an internet live-streaming service provider shall:

(i) provide necessary censorship on the content of live-streams; (ii) establish a mechanism to

timely identify unlawful content, prevent any unlawful content from being distributed and

replace the content with backup programs; and (iii) record live-streaming programs and keep

the records for at least 60 days. Shortly after this notice, in November 2016, the Cyberspace

Administration of China (the “CAC”) promulgated the Administrative Provisions on Internet
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Live-Streaming Services (《互聯網直播服務管理規定》), pursuant to which an internet

live-streaming service provider shall: (i) establish a live-streaming content review platform;

(ii) require authentication for the registration of live-streaming content providers; and (iii)

enter into a service agreement with live-streaming service users to specify each of the

live-streaming service user’s and the content provider’s rights and obligations.

The State Administration of Radio, Film and Television (the “SARFT”) and MII jointly

issued the Regulations for the Administration of Internet Audiovisual Program Services (《互
聯網視聽節目服務管理規定》) (the “Audiovisual Regulations”) on December 20, 2007,

which was revised on August 28, 2015 by the SAPPRFT. The Audiovisual Regulations require

that online audio and video service providers obtain a permit from the National Radio and

Television Administration (the “NTRA”) in accordance with the Audiovisual Regulations.

On November 18, 2019, the CAC, Ministry of Culture and Tourism of PRC (the “MCT”)

and the NRTA jointly issued the Promulgation of the Administrative Provisions on Online

Audio and Video Information Services (《網絡音視頻信息服務管理規定》) (the “Audio and
Video Provisions”), which took effect on January 1, 2020. The Audio and Video Provisions

require that online audio and video information service providers: (i) acquire relevant

qualifications required by law and regulations; (ii) adopt rules and policies in relation to, for

example, user registration, information distribution and review, information security

management, emergency disposal, educational training for employees, the protection of minors

and intellectual property rights protection; (iii) verify personal information submitted by users

as required under applicable laws; and (iv) undertake technical and other necessary measures

to ensure network security and stable operations. Organizations and individuals are prohibited

from utilizing online audio and video information services and the related information

technology to carry out illegal activities that infringe upon the legitimate rights and interests

of others.

On December 31, 2021, the CAC and other three regulatory authorities jointly

promulgated the Administrative Provisions on Internet Information Service Algorithm

Recommendation (《互聯網信息服務算法推薦管理規定》), which became effective on March

1, 2022. The Administrative Provisions on Internet Information Service Algorithm

Recommendation stipulates that algorithm recommendation service providers with public

opinion attributes or social mobilization capabilities shall submit the relevant information

within ten business days from the date of providing such services. Pursuant to the

Administrative Provisions on Internet Information Service Algorithm Recommendation,

algorithmic recommendation service providers are required to provide users with options that

are not specific to their personal characteristics, or provide users with convenient options to

cancel algorithmic recommendation services and shall not set up algorithm models against

applicable laws, regulations and social norms, including without limitation inducing users to

indulge or engage in excess consumption.
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REGULATIONS ON INTERNET ADVERTISING

The SCNPC released the Advertising Law of the People’s Republic of China (《中華人
民共和國廣告法》) on October 27, 1994 and latest amended on April 29, 2021, which provides

that the Internet information service providers shall not publish medical, drugs, medical

machinery or health food advertisements in disguised form of introduction of healthcare and

wellness knowledge.

The Interim Measures for Administration of Internet Advertising (《互聯網廣告管理暫行
辦法》) (the “Internet Advertising Measures”) regulating the Internet-based advertising

activities, were adopted by the SAIC on July 4, 2016. According to the Internet Advertising

Measures, Internet advertisers are responsible for the authenticity of the advertisements

content. Publishing and circulating advertisements through the Internet shall not affect the

normal use of the Internet by users. It is not allowed to induce users to click on the content of

advertisements by any fraudulent means, or to attach advertisements or advertising links in the

emails without permission.

Pursuant to the Interim Administrative Measures for Censorship of Advertisements for

Drugs, Medical Devices, Dietary Supplements and Foods for Special Medical Purpose (《藥
品、醫療器械、保健食品、特殊醫學用途配方食品廣告審查管理暫行辦法》), which were

promulgated by the SAMR on December 24, 2019, effective on March 1, 2020, an enterprise

seeking to advertise its drugs, medical devices, dietary supplement or food for special medical

purpose must apply for an advertisement approval number. The validity period of the

advertisement approval number concerning a drug, medical device, dietary supplement or food

for special medical purpose shall be consistent with that of the registration certificate or

record-filing certificate or the production license of the product, whichever is the shortest.

Where no validity period is set forth in the registration certificate, record-filing certificate or

the production license of the product, the advertisement approval number shall be valid for two

years. The content of an approved advertisement may not be altered without prior approval.

Where any alteration to the advertisement is needed, a new advertisement approval shall be

obtained.

REGULATIONS ON INTERNET LIVE STREAMING SERVICES

On November 4, 2016, the CAC issued Administrative Provisions on Internet Live-

Streaming Services (《互聯網直播服務管理規定》), which became effective on December 1,

2016. Under the regulation, “internet live streaming” refers to the activities of continuously

releasing real-time information to the public based on the internet in forms such as video,

audio, images and texts, and “internet live-streaming service providers” refers to the operators

that provide internet live-streaming platform services. In addition, the internet live-streaming

service providers shall take various measures when operating its services, such as examining

and verifying the authenticity of the identification information and file this information for

record.
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In November 2020, the NRTA issued the Notice on Strengthening the Administration of

Online Show Live and E-commerce Live Streaming (《關於加強網絡秀場直播和電商直播管理
的通知》), which set forth registration requirements for platforms providing online show live

streaming or e-commerce live streaming to have their information and business operations

registered by November 30, 2020. The Notice made it clear that live streaming platforms

should implement real-name management systems. Live streaming platforms should manage

the contents of live studios and the corresponding hosts with labels by categories such as

“music”, “dance”, “singing”, “fitness”, “games”, “travel”, “food” and “life services”. Live

streaming platforms should set up business-level rating systems for live studios and hosts,

refine program quality ratings and the rating systems if there are violations, and the

recommendations or promotions for live studios and hosts shall be associated with such ratings.

REGULATIONS ON INTERNET SECURITY

On November 7, 2016, the SCNPC promulgated the Cyber Security Law of the PRC (《中
華人民共和國網絡安全法》), which became effective on June 1, 2017. In accordance with the

Cyber Security Law, network operators must comply with applicable laws and regulations and

fulfill their obligations to safeguard network security in conducting business and providing

services. Network service providers must take technical and other necessary measures as

required by Laws to safeguard the operation of networks, respond to network security

effectively, prevent illegal and criminal activities, and maintain the integrity, confidentiality

and usability of network data.

On December 28, 2021, the CAC, NDRC, MIIT and other ten PRC regulatory authorities

jointly issued the Cybersecurity Review Measures (《網絡安全審查辦法》), effective on

February 15, 2022. The Cybersecurity Review Measures require that, (i) any procurement of

network products and services by critical information infrastructure operators, which affects or

may affect national security, or (ii) any data processing activities by network platform

operators, which affects or may affect national security, including that any network platform

operators which has personal information of more than one million users and is going to be

listed abroad, shall be subject to cybersecurity review. Since the measures were recently

promulgated, there exists uncertainties with respect to their interpretation and implementation.

On 14 November 2021, the CAC publicly solicited opinions on the Draft Data Security

Regulations (《網絡數據安全管理條例(徵求意見稿)》). According to the Draft Data Security

Regulations, data processors shall, in accordance with relevant state provisions, apply for cyber

security review when carrying out the following activities:(i) the merger, reorganization or

separation of Internet platform operators that have acquired a large number of data resources

related to national security, economic development or public interests, which affects or may

affect national security; (ii) data processors that handle the personal information of more than

one million people intends to be listed abroad; (iii) the data processor intends to be listed in

Hong Kong, which affects or may affect national security; and (iv) other data processing

activities that affect or may affect national security. As of the Latest Practicable Date, the Draft

Data Security Regulations has not been formally adopted.
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REGULATIONS ON PERSONAL INFORMATION OR DATA PROTECTION

The Data Security Law of the PRC (《中華人民共和國數據安全法》), which was

promulgated by the Standing Committee of the NPC on June 10, 2021 and took effect on

September 1, 2021, provides that China shall establish a data classification and grading

protection system, formulate the important data catalogs to enhance the protection of important

data. The conduct of data handling activities shall be in compliance with the provisions of laws

and administrative regulations, establishing and completing a data security management

system for the entire workflow, organizing and conducting data security education and training,

adopting corresponding technical measures and other necessary measures to ensure data

security, strengthening risk monitoring, taking immediately disposition measures and promptly

reporting to relevant authorities when data security incidents occur. Processors of important

data shall specify the person responsible for data security and management agencies,

implement data security protection responsibilities, periodically conduct risk assessments of

such data handling activities as provided and submit risk assessment reports to the relevant

authorities. Relevant authorities will establish the measures for the cross-border transfer of

important data. If any company violates the Data Security Law of the PRC and other applicable

measures to provide important data outside China, such company may be punished by

administration sanctions, including penalties, fines, and/or may suspension of relevant business

or revocation of the business license. In December 2011, the MIIT issued Several Provisions

on Regulating the Market Order of Internet Information Services (《規範互聯網信息服務市場
秩序若干規定》), which provide that an Internet information service provider may not collect

any user’s personal information or provide any such information to third parties without such

user’s consent. Pursuant to the Several Provisions on Regulating the Market Order of Internet

Information Services, Internet information service providers are required to, among others, (i)

expressly inform the users of the method, content and purpose of the collection and processing

of such users’ personal information and may only collect such information necessary for the

provision of its services; and (ii) properly maintain the users’ personal information, and in case

of any leak or possible leak of a user’s personal information, Internet information service

providers must take immediate remedial measures and, in severe circumstances, make an

immediate report to the telecommunications regulatory authority.

Pursuant to the Decision on Strengthening the Protection of Online Information (《關於
加強網絡信息保護的決定》), issued by the SCNPC in December 2012, and the Order for the

Protection of Telecommunication and Internet User Personal Information (《電信和互聯網用
戶個人信息保護規定》), issued by the MIIT in July 2013, any collection and use of any user

personal information must be subject to the consent of the user, and abide to the applicable law,

rationality and necessity of the business and fall within the specified purposes, methods and

scopes in the applicable laws. In addition, the CAC, the MIIT, the Ministry of Public Security

(the “MPS”) and the SAMR jointly issued the Notice on Promulgation of the Rules on the

Scope of Necessary Personal Information for Common Types of Mobile Internet Applications

(《常見類型移動互聯網應用程序必要個人信息範圍規定》) in March 2021, effective on May

1, 2021, specifying that the operator of an internet application shall not refuse an user to use

the App’s basic functional services on the ground that the user disagree with the collection of

unnecessary personal information.
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In addition, the Cyber Security Law provides that: (i) to collect and use personal

information, network operators shall follow the principles of legitimacy, rightfulness and

necessity, disclose rules of data collection and use, clearly express the purposes, means and

scope of collecting and using the information, and obtain the consent of the persons whose data

is gathered; (ii) network operators shall neither gather personal information unrelated to the

services they provide, nor gather or use personal information in violation of the provisions of

laws and administrative regulations or the scopes of consent given by the persons whose data

is gathered; and shall dispose of personal information they have saved in accordance with the

provisions of laws and administrative regulations and agreements reached with users; (iii)

network operators shall not divulge, tamper with or damage the personal information they have

collected, and shall not provide the personal information to others without the consent of the

persons whose data is collected. However, if the information has been processed and cannot be

recovered and thus it is impossible to match such information with specific persons, such

circumstance is an exception. Furthermore, under the Cyber Security Law, network operators

of key information infrastructure generally shall, during their operations in the PRC, store the

personal information and important data collected and produced within the territory of the

PRC.

On September 14, 2022, the CAC, issued the Decision on Amending the PRC

Cybersecurity Law (Draft for Comments), proposed to be amended in the following four

aspects: firstly, to improve the legal liability system for violating the general provisions on the

security of cyber operation; secondly, to amend the legal liability system for the security

protection of critical information infrastructure; thirdly, to adjust the legal liability system for

network information security; and fourthly, to amend the legal liability system for the

protection of personal information.

The Critical Information Infrastructure Security Protection Regulations (《關鍵信息基礎
設施安全保護條例》), which was promulgated by the State Council on July 30, 2021 and took

effect on September 1, 2021, stipulates the definition and the identification procedure of the

critical information infrastructure. Critical information infrastructure refers to important

network infrastructure, information systems in important industries and sectors such as public

telecommunications and information services, energy, transportation, public services,

e-government, national defense science, or important network infrastructure, information

systems which may gravely harm national security, national economy and people’s livelihood,

or the public interest upon their destruction, loss of functionality, or data leakage. Competent

departments and supervision and management departments of important industries and sectors

are the protection work departments, who are responsible for formulating related identification

rules of critical information infrastructures. Operators of critical information infrastructure

shall undertake cybersecurity protection duties to respond to cybersecurity incidents, prevent

cyberattacks and unlawful or criminal activities, ensure the secure and stable operation of

critical information infrastructure, and safeguard the integrity, confidentiality, and usability of

data based on cybersecurity multi-level protection. Meanwhile, critical information

infrastructure operators shall undergo a security review according to national cybersecurity

regulations if the network products and services they purchase may influence national security.

REGULATORY OVERVIEW

– 165 –

THIS DOCUMENT IS IN DRAFT FORM, INCOMPLETE AND SUBJECT TO CHANGE AND THAT THE INFORMATION MUST
BE READ IN CONJUNCTION WITH THE SECTION HEADED “WARNING” ON THE COVER OF THIS DOCUMENT.



Personal Information Protection Law of the PRC (《中華人民共和國個人信息保護法》),

which was issued by the Standing Committee of the NPC on August 20, 2021 and effective on

November 1, 2021, provides detailed rules on handling personal information and legal

responsibilities, including but not limited to the scope of personal information and the ways of

processing personal information, the establishment of rules for processing personal

information, the individuals’ rights and the processors’ obligations in the handling of personal

information, the requirements on data localization and cross-border data transfer, the

requirements for consent and the requirements on processing of sensitive personal information.

Critical information infrastructure operators and personal information processors processing

personal information reaching quantities provided by the State cybersecurity and

informatization department shall store personal information collected and produced within the

borders of the PRC domestically; where they need to provide it abroad, they shall pass a

security assessment organized by the State cybersecurity and informatization department.

Processor of personal information shall, based on purpose and methods of processing of

personal information, categories of personal information, the impacts on individuals’ rights and

interests, and potential security risks, take the following measures to ensure that personal

information processing activities comply with the provisions of laws and administrative

regulations, and prevent unauthorized access as well as the leakage, tampering or loss of

personal information:

• Developing internal management rules and operating procedures.

• Conducting classified management of personal information.

• Taking corresponding security technical measures such as encryption and de-

identification.

• Determining in a reasonable manner the operation privileges relating to personal

information processing, and providing security education and trainings for

employees on a regular basis.

• Developing and organizing the implementation of emergency plans for personal

information security incidents.

• Other measures as provided by laws and administrative regulations.

Company violates the Personal Information Protection Law in handling personal

information may face penalties, fines, suspension of relevant business or revocation of the

business license.

On November 14, 2021, the CAC published a draft of the Administrative Regulations for

Internet Data Security (《網絡數據安全管理條例(徵求意見稿)》), or the Draft Internet Data

Security Regulations, for public comments. The Draft Internet Data Security Regulations

proposed to provide more detailed guidelines on the current rules on various aspects of data

processing. Pursuant to Article 2 and Article 73 of the Draft Internet Data Security Regulations,
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the regulations applies to data processing activities by utilizing internet as well as cyber data

security supervision and management activities within the PRC. “Cyber data” refers to any

information that is electronically recorded, whereas “data processing activities” refer to

activities such as data collection, storage, usage, processing, transmission, provision,

disclosure and deletion. In general, any company engages in data processing activities through

Internet within the PRC will be subject to the Draft Internet Data Security Regulations. On

December 28, 2021, the CAC, jointly with the other 12 governmental authorities, promulgated

the Cybersecurity Review Measures (《網絡安全審查辦法》), which took effect on February

15, 2022. The Cybersecurity Review Measures and the Draft Internet Data Security

Regulations (together, the “Cybersecurity Regulations”) have imposed a cybersecurity review

obligation on certain data handlers. Under the Cybersecurity Regulations, operators of critical

information infrastructure to procure network products and services, and data handlers to carry

out data processing activities that affect or may affect national security, shall conduct a

cybersecurity review. In particular, according to the Draft Internet Data Security Regulations,

data handlers seeking listing in Hong Kong that affect or may affect national security are

required to apply for cybersecurity review.

The Provisions on Administration of Security Vulnerability of Network Products (《網絡
產品安全漏洞管理規定》) (the “Provisions”), which was jointly promulgated by the MIIT,

CAC and MPS on July 12, 2021 and took effect on September 1, 2021, has established rules

for the suppliers of network products (both hardware and software), the network operators and

the organizations or individuals who conduct the detection, collection, publication of security

vulnerability of network products and other related activities. All the three types of entities

shall set up communication channel to receive report of security vulnerability of network

products, and shall keep the log of received information on security vulnerability for at least

6 months. Specifically, the network operators shall take immediate measures to verify and fix

the security vulnerability upon detection of the vulnerability.

On July 7, 2022, the CAC has publicly solicited opinions on the Measures for the Security

Assessment of Data Cross-border Transfer (《數據出境安全評估辦法》), which took effect on

September 1, 2022. The Measures for the Security Assessment of Data Cross-border Transfer

requires the data processor providing data overseas and falling under any of the following

circumstances apply for the security assessment of cross-border data transfer by the national

cybersecurity authority through its local counterpart: (i) where the data processor intends to

provide important data overseas; (ii) where the critical information infrastructure operator and

any data processor who has processed personal information of more than 1,000,000 people

intend to provide personal information overseas; (iii) where any data processor who has

provided personal information of 100,000 people or sensitive personal information of 10,000

people to overseas recipients accumulatively since January 1 of the last year intends to provide

personal information overseas; and (iv) other circumstances where the security assessment of

data cross-border transfer is required as prescribed by the CAC. Furthermore, the data

processor shall conduct a self-assessment on the risk of data cross-border transfer prior to

applying for the foregoing security assessment, under which the data processor shall focus on

certain factors including, among others, the legitimacy, fairness and necessity of the purpose,

scope and method of data cross-border transfer and the data processing of overseas recipients,
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the risks that the cross-border data transfer may bring to national security, public interests and

the legitimate rights and interests of individuals or organizations as well as whether the

cross-border data transfer related contracts or the other legally binding documents to be entered

with overseas recipients have fully included the data security protection responsibilities and

obligations. On August 31, 2022, the CAC, issued the Guidelines for Declaring Data

Cross-border Security Assessment (First Edition), which further clarifies the scope of

application, declaration methods and processes of data cross-border security assessment. On

February 24, 2023, the CAC issued the Measures for the Standard Contract for Cross-border

Transfer of Personal Information (《個人信息出境標准合同辦法》) (the “Measures”) and the

Standard Contract for Cross-border Transfer of Personal Information (《個人信息出境標准合
同》) (the “SCC”), which was officially implemented on June 1, 2023. Pursuant to the

Measures, for personal information cross-border transfer that do not trigger the security

assessment, the activity of transferring personal information abroad may be carried out after

the SCC enters into force. Meanwhile, personal information processors shall, within 10

working days after the SCC enters into effect, apply for filing with the cyberspace

administration at the provincial level by submitting the SCC and a personal information

protection impact assessment report. The SCC shall be concluded in strict accordance with the

Annex of the Measures, stipulating a number of obligations on the personal information

processor and the overseas recipient to protect the rights and interests of the subject of personal

information.

Pursuant to the Ninth Amendment to the Criminal Law of the PRC (《中華人民共和國刑
法修正案(九)》), issued by the SCNPC in August 2015, which became effective in November

2015, any Internet service provider that fails to fulfill its obligations related to Internet

information security administration as required under applicable laws and refuses to rectify

upon orders shall be subject to criminal penalty. Furthermore, Interpretations of the Supreme

People’s Court and the Supreme People’s Procuratorate on Several Issues Concerning the

Application of Law in the Handling of Criminal Cases Involving Infringement of Personal

Information (《關於辦理侵犯公民個人信息刑事案件適用法律若干問題的解釋》), issued on

May 8, 2017 and effective on June 1, 2017, clarified certain standards for the conviction and

sentencing of the criminals in relation to personal information infringement. In addition, on

May 28, 2020, the National People’s Congress adopted the Civil Code of the PRC (《中華人
民共和國民法典》) (the “Civil Code”), which became effective on January 1, 2021. Pursuant

to the Civil Code, the personal information of a natural person shall be protected by the law.

Any organization or individual shall legally obtain such personal information of others when

necessary and ensure the safety of such information, and shall not illegally collect, use, process

or transmit personal information of others, or illegally purchase or sell, provide or make public

personal information of others.

Pursuant to the Regulations for Medical Institutions on Medical Records Management

(《醫療機構病歷管理規定》) released on November 20, 2013, and effective on January 1,

2014, the medical institutions and medical practitioners shall strictly protect the privacy

information of patients, and any leakage of patients’ medical records for non-medical,

non-teaching or non-research purposes is prohibited. The NHFPC released the Measures for

Administration of Population Health Information (Trial) (《人口健康信息管理辦法(試行)》)

REGULATORY OVERVIEW

– 168 –

THIS DOCUMENT IS IN DRAFT FORM, INCOMPLETE AND SUBJECT TO CHANGE AND THAT THE INFORMATION MUST
BE READ IN CONJUNCTION WITH THE SECTION HEADED “WARNING” ON THE COVER OF THIS DOCUMENT.



on May 5, 2014, which refers the medical health service information as the population

healthcare information, and emphasizes that such information cannot be stored in offshore

servers, and the offshore servers shall not be hosted or leased. Pursuant to the Management

Measures of Standards, Safety and Service of National Health and Medical Big Data (Trial)

(《國家健康醫療大數據標準、安全和服務管理辦法(試行)》), promulgated by the NHC on

July 12, 2018, the medical institutions should establish relevant safety management systems,

operation instructions and technical specifications to safeguard the safety of healthcare big data

generated in the process of health management service or prevention and cure service of

diseases. And it also stipulates that such healthcare big data should be stored in onshore servers

and shall not be provided overseas without safety assessment.

REGULATIONS RELATING TO ANTI-MONOPOLY IN CHINA

According to the PRC Anti-Unfair Competition Law (《中華人民共和國反不正當競爭
法》), which took effect on December 1, 1993 and last amended on April 23, 2019, unfair

competition refers to that the operator disrupts the market competition order and damages the

legitimate rights and interests of other operators or consumers in violation of the provisions of

the Anti-unfair Competition Law in the production and operating activities. Pursuant to the

PRC Anti-unfair Competition Law, operators shall abide by the principle of voluntariness,

equality, impartiality, integrity and adhere to laws and business ethics during market

transactions, and operators in violation shall bear corresponding civil, administrative or

criminal liabilities depending on the specific circumstances.

The PRC Anti-monopoly Law (《中華人民共和國反壟斷法》), which took effect on

August 1, 2008 and last amended on June 24, 2022, prohibits monopolistic conduct such as

entering into monopoly agreements, abusing market dominance and concentration of

undertakings that may have the effect of eliminating or restricting competition. On March 10,

2023, the SAMR issued the Provisions on the Prohibitions of Acts of Abuse of Dominant

Market Positions (《禁止濫用市場支配地位行為規定》), which took effect on April 15, 2023,

to further prevent and prohibit the abuse of dominant market positions. On February 7, 2021,

the Anti-monopoly Commission of the State Council promulgated the Guidelines to Anti-

Monopoly in the Field of Internet Platforms (《關於平台經濟領域的反壟斷指南》) (the

“Anti-Monopoly Guidelines”), which took effect on the same date and will operate as a

compliance guidance for platform economy operators under the existing PRC anti-monopoly

laws and regulations. The Anti-Monopoly Guidelines mainly covers five aspects, including

general provisions, monopoly agreements, abusing market dominance, concentration of

undertakings, and abusing of administrative powers eliminating or restricting competition.
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REGULATIONS ON LOANS BETWEEN NON-FINANCIAL INSTITUTIONS

According to the General Lending Provisions (《貸款通則》) promulgated by PBOC in

June 1996, any financing arrangements or lending transactions between non-financial

institutions is prohibited. Furthermore, pursuant to Article 73 of the General Lending

Provisions, PBOC may impose a fine on the non-compliant lender of one to five times of the

income received by the lender from such loans. Notwithstanding the General Lending

Provisions, the Supreme People’s Court has made new interpretations concerning financing

arrangements and lending transactions between non-financial institutions under the Provisions

of the Supreme People’s Court on Several Issues concerning the Application of Law in the Trial

of Private Lending Cases (《最高人民法院關於審理民間借貸案件適用法律若干問題的規
定》) (the “Judicial Interpretations on Private Lending Cases”), which came into effect on

September 1, 2015 and was amended on August 19, 2020 and December 29, 2020. According

to Article 10 of the Judicial Interpretations on Private Lending Cases, the Supreme People’s

Court recognizes the validity and legality of financing arrangements and lending transactions

between non-financial institutions so long as certain requirements, such as the interest rates

charged, are satisfied and there is no violation of mandatory provisions of applicable laws and

regulations. Our PRC Legal Advisor advised us that, under the Judicial Interpretations on

Private Lending Cases, PRC courts will support a non-financial institution’s claim for interests

on loans as long as the annual interest rate does not exceed four times of the loan prime rate,

as published by the National Interbank Funding Center, for loans with maturities of one year

applicable on the date of loan agreement, or other interest rate specified in the Judicial

Interpretations on Private Lending Cases applicable on the date of such loan agreement. Based

on the above, our PRC Legal Advisor advised us that we become subject to any penalty with

respect to our advance of borrowings to related parties pursuant to the General Lending

Provisions is low, and our advance of borrowings to related parties do not constitute material

non-compliance of any applicable laws and regulations.

REGULATIONS ON INTELLECTUAL PROPERTY RIGHTS

China has made substantial efforts to adopt comprehensive legislation governing

intellectual property rights, including trademarks, patents, copyrights and domain names.

Trademarks

Trademarks are protected by the PRC Trademark Law (《中華人民共和國商標法》)

promulgated by the SCNPC on August 23, 1982, latest amended on April 23, 2019 and effective

on November 1, 2019, as well as the Implementation Regulations of the PRC Trademark Law

(《中華人民共和國商標法實施條例》) promulgated by the State Council on August 3, 2002

and amended on April 29, 2014, pursuant to which, the Trademark Office of National

Intellectual Property Administration, or the Trademark Office, is responsible for trademark

registrations and administration, and grants a term of ten years to registered trademarks and

another ten years if requested upon expiry of the first or any renewed ten-year term. In

addition, the PRC Trademark Law has adopted a “first-to-file” principle with respect to

trademark registration.
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Patents

According to the PRC Patent Law (《中華人民共和國專利法》) amended by the SCNPC

on December 27, 2008 and became effective on October 1, 2009, as well as the Detailed Rules

for the Implementation of the PRC Patent Law (《中華人民共和國專利法實施細則》)

promulgated by the State Council on January 9, 2010 and amended on December 11, 2023, the

National Intellectual Property Administration is responsible for administering patents in the

PRC. The PRC Patent Law and its implementation rules provide for three types of patents,

“invention”, “utility model” and “design”. The PRC Patent Law was further amended by the

SCNPC on October 17, 2020 and became effective on June 1, 2021, pursuant to which, the

duration of design patents are changed from ten years to fifteen years, commencing from the

date of application.

Copyrights

Pursuant to the PRC Copyright Law (《中華人民共和國著作權法》) amended by the

SCNPC on February 26, 2010, became effective on April 1, 2010, and latest amended on

November 11, 2020 and took effect on June 1, 2021 and the Implementing Regulations of the

PRC Copyright Law (《中華人民共和國著作權法實施條例》) promulgated by the State

Council on August 2, 2002, latest amended on January 30, 2013 and became effective on March

1, 2013, the PRC citizens, legal persons, and other organizations shall, enjoy copyright in their

works, whether published or not, which include, among others, works of literature, art, natural

science, social science, engineering technology and computer software. The copyright owner

enjoys various kinds of rights, including right of publication, right of authorship and right of

reproduction.

Domain Names

Internet domain name registration and related matters are primarily regulated by the

Administrative Measures on Internet Domain Names (《互聯網域名管理辦法》) promulgated

by the MIIT on August 24, 2017 and took effect on November 1, 2017, and the Implementing

Rules of Registration of Country Code Top-level Domain Name (the “ccTLD Registration
Rules”), promulgated by the China Internet Network Information Center (the “CNNIC”) on

June 18, 2019 and took effect on the same day, pursuant to which, the MIIT is in charge of the

administration of PRC Internet domain names and the CNNIC is responsible for the daily

administration of CN domain names and Chinese domain names. The registration of domain

names follows a “first come, first file” principle. The applicants will become the holders of

such domain names upon the completion of the registration procedure.
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REGULATIONS ON TAXATION

Enterprise Income Tax

Pursuant to the PRC Enterprise Income Tax Law (《中華人民共和國企業所得稅法》)

(the “EIT Law”), promulgated by the SCNPC on March 16, 2007, latest amended and effective

on December 29, 2018, and the Implementation Regulations of the Enterprise Income Tax Law

of the PRC (《中華人民共和國企業所得稅法實施條例》) (the “EITIR”) promulgated by the

State Council on December 6, 2007, latest amended and effective on April 23, 2019, the

enterprise income tax of both domestic and foreign-invested enterprises is unified at 25% with

certain exceptions. Enterprises are classified as “resident enterprises” and “non-resident

enterprises”, resident enterprises typically pay an enterprise income tax at the rate of 25%

while non- resident enterprises without any branches in the PRC should pay an enterprise

income tax in connection with their income from the PRC at the reduced tax rate of 10%.

Enterprises established under the law of foreign countries or regions whose “de facto

management bodies” which is defined as the management bodies that exercise full and

substantial control and overall management over the business, productions, personnel, accounts

and properties of the enterprises are located in the PRC are considered as PRC tax resident

enterprises, and will generally be subject to enterprise income tax at the rate of 25% of their

global income.

Value-added Tax

Pursuant to the Provisional Regulations on Value-added Tax of the PRC (《中華人民共
和國增值稅暫行條例》) promulgated by the State Council on December 13, 1993, latest

amended and became effective on November 19, 2017, and the Implementing Rules for the

Provisional Regulations on Value-added Tax of the PRC (《中華人民共和國增值稅暫行條例實
施細則》) promulgated by the Ministry of Finance (the “MOF”) on December 25, 1993, latest

amended on October 28, 2011 and became effective on November 1, 2011, all enterprises and

individuals that engage in the sale of goods, the provision of processing, repair and

replacement services, the sale of services, intangible assets or immovable properties and the

importation of goods within the territory of the PRC must pay value-added tax (the “VAT”).

The VAT tax rates generally applicable are simplified as 17%, 11%, 6% and 3%, and the VAT

tax rate applicable to the small-scale taxpayers is 3%.
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Dividends Withholding Tax

Pursuant to the EIT Law and the EITIR, dividends generated after January 1, 2008 and

payable by foreign-invested companies in China to their foreign investors that are non-resident

enterprises as defined under the law are subject to withholding tax at a rate of 10%, unless any

such foreign investor’s jurisdiction of incorporation has a tax treaty with PRC that provides for

a different withholding arrangement. Pursuant to the Arrangement Between the Mainland of

China and the Hong Kong Special Administrative Region for the Avoidance of Double Taxation

and Prevention of Fiscal Evasion with Respect to Taxes on Income(《內地和香港特別行政區
關於對所得避免雙重徵稅和防止偷稅漏稅的安排》) (the “Double Tax Avoidance
Arrangement”) promulgated on August 21, 2006 and last amended on December 6, 2019,

where a Hong Kong resident enterprise that holds more than a 25% equity interest in a PRC

resident enterprise at any time within 12 consecutive months before receiving the dividend, the

competent PRC tax authority may determine the Hong Kong resident enterprise to have

satisfied the relevant conditions and requirements under such Double Tax Avoidance

Arrangement, and the withholding tax rate on the dividends the Hong Kong resident enterprise

receives from a PRC resident enterprise may be reduced to 5% from 10% applicable under the

EIT Law and the EITIR.

However, based on the Notice of the State Administration of Taxation on Certain Issues

with Respect to the Enforcement of Dividend Provisions in Tax Treaties (《國家稅務總局關於
執行稅收協定股息條款有關問題的通知》) promulgated and took effect on February 20, 2009

by the State Administration of Taxation (the “SAT”), where the relevant PRC tax authorities

determine, in their discretion, that a company benefits from such reduced income tax rate due

to a transaction or arrangement that is primarily tax-driven, such PRC tax authorities may

adjust the preferential tax treatment. Based on the Notice of the State Administration of

Taxation on Issues concerning the “Beneficial Owner” in Tax Treaties (《國家稅務總局關於稅
收協定中“受益所有人”有關問題的公告》) which was promulgated by the SAT on February 3,

2018 and came into effect on April 1, 2018, a comprehensive analysis will be used to determine

beneficial ownership based on the actual situation of a specific case combined with certain

principles, and if an applicant is obliged to pay more than 50% of its income to a third country

(region) resident within 12 months of the receipt of the income, or the business activities

undertaken by an applicant did not constitute substantive business activities including

substantive manufacturing, distribution, management and other activities, the applicant was

unlikely to be recognized as an beneficial owner to enjoy tax treaty benefits.
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REGULATIONS ON FOREIGN EXCHANGE

Regulations on Foreign Currency Exchange

Foreign exchange regulations in the PRC are primarily governed by the Administration

Rules on the Foreign Exchange of the PRC (《外匯管理條例》) (the “Exchange Rules”)

promulgated by the State Council on January 29, 1996, latest amended and became effective

on August 5, 2008 as well as the Administration Rules of the Settlement, Sale and Payment of

Foreign Exchange (《結匯、售匯及付匯管理規定》) (the “Administration Rules”) issued by

the People’s Bank of China on June 20, 1996 and became effective on July 1,1996. Under the

Exchange Rules, the Renminbi is convertible for current account items, including the

distribution of dividends, interest and royalty payments, trade and service-related foreign

exchange transactions. Conversion of Renminbi for capital account items, such as direct

investment, loan, securities investment and repatriation of investment, however, is still subject

to the approval of the State Administration of Foreign Exchange (the “SAFE”). Under the

Administration Rules, foreign-invested enterprises may only buy, sell and/or remit foreign

currencies at banks authorized to conduct foreign exchange business after providing valid

commercial documents required and, in the case of capital account item transactions, obtaining

approval from the SAFE. Capital investments by foreign-invested enterprises outside of China

are also subject to limitations, including approval by regulatory government bodies like the

MOFCOM, the SAFE and the NDRC or their local counterparts.

On May 11, 2013, the SAFE promulgated the Circular on Printing and Distributing the

Provisions on Foreign Exchange Administration over Domestic Direct Investment by Foreign

Investors and the Supporting Documents (《國家外匯管理局關於印發<外國投資者境內直接投
資外匯管理規定>及配套文件的通知》), which specifies that the administration by the SAFE

or its local branches over direct investment by foreign investors in the PRC shall be conducted

by way of registration. Institutions and individuals shall register with the SAFE and/or its

branches for their direct investment in the PRC. Banks shall process foreign exchange business

relating to the direct investment in the PRC based on the registration information provided by

the SAFE and its branches.

On February 13, 2015, the SAFE promulgated the Notice of the State Administration of

Foreign Exchange on Further Simplifying and Improving the Foreign Exchange Administration

Policies on Direct Investments (《國家外匯管理局關於進一步簡化和改進直接投資外匯管理
政策的通知》) (the “SAFE Circular 13”), which took effect on June 1, 2015. The SAFE

Circular 13 specifies that the administrative examination and approval procedures with the

SAFE or its local branches relating to the foreign exchange registration approval for domestic

direct investments as well as overseas direct investments have been canceled, and qualified

banks are delegated the power to directly conduct such foreign exchange registrations under

the supervision of the SAFE or its local branches.
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On March 30, 2015, the SAFE issued the Circular of the State Administration of Foreign

Exchange on Reforming the Management Approach regarding the Settlement of Foreign

Exchange Capital of Foreign-invested Enterprises (《國家外匯管理局關於改革外商投資企業
外匯資本金結匯管理方式的通知》) (the “SAFE Circular 19”), which took effect and replaced

previous regulations from June 1, 2015. Pursuant to the SAFE Circular 19, up to 100% of

foreign currency capital of a foreign-invested enterprise may be converted into RMB capital

according to the actual operation of the enterprise within the business scope at its will and the

RMB capital converted from foreign currency registered capital of a foreign-invested

enterprise may be used for equity investments within the PRC provided that such usage shall

fall into the business scope of the foreign-invested enterprise, which will be regarded as the

reinvestment of foreign-invested enterprise. Although the SAFE Circular 19 allows for the use

of RMB converted from the foreign currency-denominated capital for equity investments in the

PRC, the restrictions continue to apply as to foreign-invested enterprises’ use of the converted

RMB for purposes beyond the business scope, for securities investments, for entrusted loans

or for inter-company RMB loans.

On June 9, 2016, the SAFE promulgated the Notice of the State Administration of Foreign

Exchange on Reforming and Standardizing the Foreign Exchange Settlement Management

Policy of Capital Account (《國家外匯管理局關於改革和規範資本項目結匯管理政策的通
知》) (the “SAFE Circular 16”), which reiterates some of the rules set forth in Circular 19,

but changes the prohibition against using RMB capital converted from foreign currency

denominated registered capital of a foreign-invested company to issue RMB entrusted loans to

a prohibition against using such capital to issue loans to non-affiliated enterprises. In addition,

SAFE promulgated the Circular Regarding Further Promotion of the Facilitation of Cross-

Border Trade and Investment (《關於進一步促進跨境貿易投資便利化的通知》) (the “SAFE
Circular 28”) on October 23, 2019, which expressly allows foreign-invested enterprises that

do not have equity investments in their approved business scope to use their capital obtained

from foreign exchange settlement to make domestic equity investments as long as there is a

truthful investment and such investment is in compliance with the foreign investment-related

laws and regulations.

On April 10, 2020, the SAFE promulgated Notice of the SAFE on Optimizing Foreign

Exchange Administration to Support the Development of Foreign-related Business (《國家外
匯管理局關於優化外匯管理支持涉外業務發展的通知》), (the “SAFE Circular 8”), according

to which, under the prerequisite of ensuring true and compliant use of funds and compliance

with the prevailing administrative provisions on use of income under the capital account,

enterprises which satisfy the criteria are allowed to use income under the capital account, such

as capital funds, foreign debt and overseas listing, etc. for domestic payment, without prior

provision of proof materials for veracity to the bank for each transaction.
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REGULATIONS ON OVERSEAS LISTING

On 6 July 2021, the General Office of the CPC Central Committee and the General Office

of the State Council jointly promulgated the Opinions on Strictly Cracking Down on Illegal

Securities Activities (《關於依法從嚴打擊證券違法活動的意見》), which emphasized the

need to strengthen the administration over illegal securities activities and the supervision on

overseas listings of China-based companies, and proposed to take effective measures, such as

promoting the construction of relevant regulatory systems to deal with the risks and incidents

faced by China-based overseas-listed companies, and provided that the special provisions of

the State Council on overseas offering and listing by those companies limited by shares will

be revised and therefore the duties of relevant domestic authorities and regulatory authorities

will be clarified. As there are no further explanations or detailed rules or regulations with

respect to such opinions, there are still uncertainties regarding the interpretation and

implementation of such opinions.

On August 8, 2006, six PRC regulatory authorities, including the MOFCOM and other

government authorities jointly issued the Rules on Mergers and Acquisitions of Domestic

Enterprise by Foreign Investors (《關於外國投資者併購境內企業的規定》) which was

effective as of September 8, 2006, and amended on June 22, 2009 (the “M&A Rules”). The

M&A Rules, and other recently adopted regulations and rules concerning mergers and

acquisitions established additional procedures and requirements that could make merger and

acquisition activities by foreign investors more time consuming and complex. Our PRC Legal

Advisor is of the opinion that prior CSRC approval under the M&A Rules for this

[REDACTED] is not required because (i) the CSRC currently has not issued any definitive

rule or interpretation concerning whether [REDACTED] akin to this [REDACTED] are

subject to the M&A Rules; (ii) none of the incorporation or acquisition of the PRC subsidiaries

involves the merger with or acquisition of the equity or asset of a PRC domestic enterprise as

defined under the M&A Rules; and (iii) that no provision in the M&A Rules clearly classified

contractual arrangements as a type of transaction subject to the M&A Rules. However, there

is uncertainty as to how the M&A Rules will be interpreted or implemented, and we cannot

assure you that the relevant PRC government authorities, including the CSRC, will reach the

same conclusion as our PRC Legal Advisor.

On February 17, 2023, the CSRC released the Trial Administrative Measures of Overseas

Securities Offering and Listing by Domestic Companies (《境內企業境外發行證券和上市管理
試行辦法》) (the “Trial Measures”) and five supporting guidelines (collectively, the “Trial
Measures and Supporting Guidelines”), which came into effect on March 31, 2023. The Trial

Measures and Supporting Guidelines will regulate both direct and indirect overseas offering

and listing of PRC domestic companies’ securities by adopting a filing-based regulatory

regime.
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Pursuant to the Trial Measures and Supporting Guidelines, if the issuer both meets the

following criteria, the overseas securities offering and listing conducted by such issuer will be

deemed as indirect overseas offering by PRC domestic companies: (i) 50% or more of any of

the issuer’s operating revenue, total profit, total assets or net assets as documented in its

audited consolidated financial statements for the most recent fiscal year is accounted for by

domestic companies; and (ii) the main parts of the issuer’s business activities are conducted in

the PRC, or its main place(s) of business are located in the PRC, or the majority of senior

management staff in charge of its business operations and management are PRC citizens or

have their usual place(s) of residence located in the PRC. Therefore, the [REDACTED] would

be deemed as an indirect overseas securities offering by a PRC domestic company. Where an

issuer submits an application for [REDACTED] to competent overseas regulators, such issuer

must file with the CSRC within three business days after such application is submitted. The

Trial Measures and Supporting Guidelines provide that, an overseas offering and listing is

prohibited under any of the following circumstances: if (i) such securities offering and listing

is explicitly prohibited by provisions in laws, administrative regulations and relevant state

rules; (ii) the intended securities offering and listing may endanger national security as

reviewed and determined by competent authorities under the State Council in accordance with

law; (iii) the domestic company intending to make the securities offering and listing, or its

controlling shareholder(s) and the actual controller, have committed relevant crimes such as

corruption, bribery, embezzlement, misappropriation of property or undermining the order of

the socialist market economy during the latest three years; (iv) the domestic company intending

to make the securities offering and listing is currently under investigations for suspicion of

criminal offenses or major violations of laws and regulations, and no conclusion has yet been

made thereof; or (v) there are material ownership disputes over equity held by the domestic

company’s controlling shareholder(s) or by other shareholder(s) that are controlled by the

controlling shareholder(s) and/or actual controller. If domestic companies fail to fulfill the

above-mentioned filing procedures or offer and list in an overseas market against the

prohibited circumstances, the domestic companies, controlling shareholders and actual

controllers of such domestic companies as well as the directly liable persons-in-charge and

other directly liable persons would be required to rectify, warned and/or fined in accordance

with the Trial Measures. The Trial Measures and Supporting Guidelines also require

subsequent reports to be filed with the CSRC on material events, such as change of control or

voluntary or forced delisting of the issuer(s) who have completed overseas offerings and

listings.

According to the CSRC’s press conference for the release of the Trial Measures and the

Notice on Administration for the Filing of Overseas Offering and Listing by Domestic

Companies, on or prior to March 31, 2023, domestic companies that have already submitted

valid applications for overseas offering and listing, but have not obtained an approval from

overseas regulatory authorities or stock exchanges, may reasonably arrange the timing for

submitting their filing applications with the CSRC, and must complete the filing before the

completion of their overseas offering and listing. We have completed filing with the CSRC on

March 22, 2024 for the [REDACTED] and the [REDACTED] in accordance with the Trial

Measures.
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On February 24, 2023, the CSRC, the MOF, the National Administration of State Secrets

Protection and the National Archives Administration of China jointly issued the Confidentiality

and Archives Administration Provisions, which took effect on March 31, 2023, according to

which, overseas securities regulators and competent overseas authorities may request to

inspect, investigate or collect evidence from a domestic company concerning its overseas

offering and listing or from the domestic securities companies and securities service providers

that undertake relevant businesses for such domestic companies, such inspection, investigation

and evidence collection shall be conducted under a cross-border regulatory cooperation

mechanism, and the CSRC or other competent Chinese authorities will provide necessary

assistance pursuant to bilateral and multilateral cooperation mechanisms. The domestic

company, securities companies and securities service providers shall first obtain approval from

the CSRC or other competent Chinese authorities before cooperating with the inspection and

investigation by the overseas securities regulator or competent overseas authority, or providing

documents and materials requested in such inspection and investigation. To be specific, a

domestic company that plans to, either directly or through its overseas listed entity, publicly

disclose or provide to relevant individuals or entities including securities companies, securities

service providers and overseas regulators, (i) any documents and materials that contain state

secrets or working secrets of government agencies, shall first obtain approval from competent

authorities and file with competent secrecy administrative department; (ii) any other

documents and materials that, if leaked, will be detrimental to national security or public

interest, shall strictly fulfill relevant procedures stipulated by applicable national regulations.

A domestic company that provides documents and materials to securities companies and

securities service providers shall abide by applicable national regulations on confidentiality in

handling such documents and materials, and shall provide a written statement simultaneously.
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